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Abstract—Our research examines the relationship between security parameters and personality traits. Specifically, we examine users’ security behavior and their confidence of handling online security events. It looks into the personality variables that contribute to those variables. We ran a multi-cultural study in three different countries and examined these parameters. Our work also includes a phishing study that was conducted in India. We look at how the different security variables affect the response to the phishing attack. Our study also examines how these variables change depending on the culture. In addition, we look at what kind of data people tend to share online, their online behavior and how culture affects these. We see that in different countries certain data is considered more private while in other countries it is shared more.

Our research supports the idea of developing personality-based UI design to increase user security online. We show that certain personality traits affect the user security-related online behavior. We also show that many of these personality factors are common across different cultures, which further reinforces their contribution compared to cultural effects.

I. INTRODUCTION

Online threats are a growing concern as the internet is becoming more popular. Understanding the relationship between security attitude, online security-related behavior and the users confidence in their ability to handle security is an important step in attempting to improve current defenses. Our study looks at the relationship between these variables and people’s personality traits. We run a study in 3 countries that helps compare the relationship between these variables in different cultures.

To further examine the relationship between perceived secure behavior and actual behavior, we run a phishing study in one country (India), which is similar to the phishing study we ran previously in the states. This provides a window into comparing actual users vulnerability to online phishing attacks and the personality traits to contribute to these vulnerabilities, and how they differ in different cultures.

The questions we attempt to answer are the following

- Are certain personality traits linked to less secure behavior?
- Are certain personality traits linked to higher ability to handle security-related events?
- How does culture affect secure behavior and our ability to handle security-related events?
- How are online attitude, secure behavior and secure confidence related to the vulnerability to phishing attacks?

A. Personality Types and Internet Behavior

We define in our study a few variables:

- Secure-Self: This parameter marks the abilities (and the confidence) of the user to handle different security events.
- Secure-Behavior: This parameter measures the secure behavior of the users online.
- Privacy-Attitude: This parameter measures how dangerous the users feel it is to share information online.

B. Big Five Framework

Personality is a consistent pattern of how people respond to stimuli in their environment and their attitude towards different events. The five factor model of personality assessment is currently one of the most widely used multidimensional measures of personality [10]. Its goal is to encapsulate personality into five distinct factors which allow a theoretical conceptualization of people’s personality. These dimensions are Neuroticism, Extroversion, Openness, Agreeableness, and Conscientiousness.

Following is a description of the five traits:

- Neuroticism: Neuroticism indicates a tendency to experience negative feelings that include guilt, disgust, anger, fear and sadness. A high neuroticism score indicates that a person is susceptible to irrational thoughts, is less able to control impulses, and does not handle stress well. A low Neuroticism score is indicative of emotional stability. Emotional stability is therefore referred to as the inverse of Neuroticism.
- Extroversion: Extroverts are more friendly and outgoing and interact more with the people around them, while introverts are more reserved. Introverted people, on the other hand, are more concerned with their own mental life, are more reserved and less outspoken in groups.
- Openness: Openness indicates the willingness to try new experiences. People who score high on openness tend to be more imaginative and intellectually curious. They also tend to be open to new and unconventional ideas and beliefs. Openness correlates to intelligence and to the ability of becoming absorbed in new and unusual experiences.
• **Agreeableness**: Agreeable people are co-operative, kind, eager to help other people and believe in reciprocity. They tend to trust other people and believe they are honest and decent. People who score low on agreeableness are egocentric, competitive and low on empathy.

• **Conscientiousness**: Conscientious people have high self-control and are more organized. They are typically purposeful and strong-minded. Conscientious people tend to be dependable and hardworking. However, a high level of conscientiousness may also be manifested by over-working and compulsiveness about cleanliness.

One of the most widely used measures of this five factor model was developed by Costa and McCrae and is called the NEO-PI FFM test [5]. This is a short 60-questions survey that allows for relatively quick, reliable, and accurate measurement of participants personality across these five major dimensions of personality. This model is considered superior to other models in capturing the common elements of personality traits and providing a precise personality structure description [16]. In addition, there is evidence that the traits are hereditary, which suggests an underlying biological basis [8].

The advantages of the five factor model led to its integration in a wide array of previous personality traits-based studies in different fields, including employment [14] and education [1]. The framework has been identified as a robust model for understanding the relationship between personality and various academic behaviors.

Previous research also showed correlation between the levels of personality traits and effects of anchoring on human behavior. This research sets to examine if this relationship extends to online security and privacy-related behavior.

**C. Sensation Seeking**

We use the Sensation Seeking survey that was created by Zuckerman [17]. This is a set from the Zuckerman-Kuhlman Personality Questionnaire that comprises of 19 items. These were shown to provide an accurate measurement of sensation seeking.

**D. Internet optimism and pessimism**

We are using the Internet optimism and pessimism survey of Campbell et al. [2]. In this work, optimism and pessimism was assessed for internet related activities. The study an optimistic biased and showed that heavy internet users reported more optimistic responses than did light users. We use this scale to detect how online optimism and pessimism correlate to security behavior and privacy attitude.

**E. Phishing Vulnerability**

Phishing is an attack that uses fraudulent emails to extract personal information from the users. This may include their user ID, password, social security or any other information that can be used by the attacker to impersonate the user. The attacker may than try to access the user accounts for financial gains.

Phishing has been a growing problem, with attackers creating more targeted emails designed to fool the victims into believing the emails are legitimate and therefore raise the probability that the users will indeed respond to them and provide the attacker with their personal information.

**II. Overview of Contributions**

Our research examines the cultural aspects of different security-related variables: attitude, behavior and confidence. We further run a phishing study and examine the real-live user response. Our study also looks at the relationship between the security variables and personality traits.

We found that vulnerability to phishing emails are affected by different factors. While our previous study showed that gender was a major factor in responding to a phishing email in the US, we found that in India this was not a factor. We also found that while the neuroticism is a factor in responding to such email both in the United States and in India, openness is a higher factor in responding to such an email in India.

Our research also found differences between the parameters that affect the different personality variables. We found that while gender is a factor related to confidence of handling online security events, it is not related to secure behavior.

Our study found multiple cultural-related differences. We found that while on average, the security behavior and privacy attitude are similar in all the three countries surveyed, there is a significant difference in the confidence of handling security-related events, and the people in India have a higher confidence that in the United States and in UAE. We also found differences in other online activities as well as items shared in different countries. This points to the fact that different types of data are considered more sensitive in different regions.

**III. Related Work**

There have been multiple researches examining the relationship between security, privacy, phishing responses and personality traits. We ran a phishing study and a survey last year that examined the relationship between phishing attacks and personality traits in the states [7].

Studies by Nov et al. [12], [11], examined the relationship between certain personality traits and the participants response to UI technical cues. The studies make the case that a personality drive UI design can be more effective than a standard design that targets equally the entire user population.

Another study by Chen et al. [4], examined how users make decisions involving computer security and risks. It also looked at the contribution of culture, and found that both computer skills and culture have an effect on decision making when asked to assessing taking computer security risks vs. monetary rewards.

In another study, Slovic et al. [13] examined the perception of risk and how the feeling of risks affect the individual fear and reaction to certain events. They show that different parts of the population perceive the risks for specific events differently, based on their familiarity with the events, their overall education. They also point out that various complex models have been developed in he attempt to characterize the relationships between perception and behavior.
1) Phishing: There have been multiple studies that looked into the technical cues (or the lack of them) that cause people to detect or fall for phishing and how it would be possible to improve the user ability to detect them.

Dhamija et al. [6] explored the reasons that people respond to phishing attacks. Test participants were shown 20 websites and were asked to determine which ones were likely to be authentic and which were not. The study found that many of the users either were not familiar with the technical cues of secure websites or did not look for them. Those users either did not examine the address bar or the status bar, did not look for "https" at the beginning of the website address nor looked for the padlock sign. This implies that standard security indicators may not be useful in many cases as users do not understand them or neglect to search for them, even when actively trying to determine if a site is authentic.

One of the suggested defenses for phishing is increased education for internet users. A study by Kumaraguru et al. [9] showed that user training and education has a large effect in helping people recognize fraudulent emails and websites. However, although education is very helpful, it has been shown that while education works to a large degree, research into phishing vulnerability [3] found some users do not respond to it and may be repeatedly phished. The study actively phished participants and conducted training sessions in between the emails. However, it still found that over 30% of the participants clicked on the phishing emails at least once and 10% of the respondents clicked on all three phishing emails.

Sheng et al. [15] performed a demographic study of phishing susceptibility. Their study found that women were more likely respondents clicked on all three phishing emails.

41% of women and 41% of the men fell into phishing (53% of women and 41% of the men fell for the phishing experiment). The study tried to detect the motivating factors for this difference. It found that the women in the study were more familiar with anti-phishing education but had less technical expertise overall than the men.

This demonstrates the fact that while anti-phishing education is very important for defending users against such attacks, creating custom defenses tailored for different users personalities may further help protect users against such attacks.

IV. HYPOTHESES INVESTIGATED IN OUR STUDY

Following are the hypotheses investigated in our study:

- H1: Phishing vulnerability is related to low level of personality traits. People with high emotional stability level will be less susceptible to phishing. Similarly, people with high consciousness will be less susceptible to phishing. People with high level of openness will also be less susceptible to phishing (as they are more exposed to shared information and less lonely). Also, gender is related to phishing vulnerability.

- H2: Security-related confidence is inversely related with phishing vulnerability. People who are more aware of security will be more conscientious and more aware of email dangers. Secure behavior is related to a lower level of phishing susceptibility, as people who behave more securely will be more careful when opening suspicious emails and provide information online.

- H3: Culture is a significant factor in peoples security attitude, behavior and confidence as different cultures have different exposure on cyber-security information and overall online attitude.

- H4: Different personality traits affect users secure attitude, security behavior and security-related confidence.

V. OVERVIEW OF OUR EXPERIMENTS

A. Methodology

We ran the study in three different countries: In the United States, in India and in UAE (in Sarjah). In the United States, the participants were all college students in a Northeastern University. In India, the study included a diversified population. We had 101 participants in the states and 100 participants in India. The participants were asked to fill a survey. In the states, a $10 certificate was promised to participants who completed the survey. In India, a small compensation was also provided to participants.

B. Technical Details

The survey was hosted on the SurveyGizmo site. Participants were provided the link to the questionnaire. The questionnaire allowed users to stop and go back to the study at a later date.

C. Personal questionnaire and personality traits

The survey included a part asking about the participants personal information (such as age, gender, ethnic background, etc.). The survey also included the 60-questions NEO-FFM five-factor personality traits survey. We calculate the personality traits according to the survey results. Our study examines the effect of low and high level of the personality traits. Therefore, our study divides the values of the personality traits into two groups for each trait: low and high level of each personality trait.

One of the questions included the major of the users. We rate students of computer science with the highest rating (‘2’), then we rate students of EE with the value ‘1’ (as they typically also include computer engineering education). Lastly, we rate all the other participants with the value ‘0’.

Our survey also included the Zuckerman sensation seeking study, which includes a 19-question survey as well as the Internet optimism and pessimism questionnaire by Campbell et al.

D. Security Variables

Our goal in this paper is to examine the perception as well as the behavior of users as related to security events. We define ‘Secure Self’ as the confidence users have regarding their ability to handle different security events. To test this, our survey asks a series of questions that relate to different risks online, such as viruses, social engineering attacks, internet attacks and fraudulent requests for money. To determine the overall feeling of the users, we summarize the responses to these questions.
To assess the validity of the questionnaire, we ran a reliability analysis on the questionnaire. We received a Cronbach’s value of 0.956 which indicates a very high level of internal consistency for this questionnaire.

We prepared a questionnaire which inquires about our participants' secure behavior. These included questions related to types of data disclosed online, download practices (how often do users download data from unknown sites), password changing frequency, choices of passwords (hard passwords vs. regular passwords) and downloading practices. To give a single value for the overall secure behavior of the users, we summarize the responses to those questions.

We ran a reliability analysis on the security behavior questionnaire as well. We received a Cronbach’s value of 0.611. This indicates a medium-high level of internal consistency for this questionnaire. While removing some of the questions showed a slight rise in the reliability analysis value, we felt that at this point using all of the data would provide a better picture about the users' security-related behavior.

A separate set of questions asked the users about the types of data disclosed online and their sharing practices. Combining those provided a separate sharing value.

The users were also asked if they thought sharing information online is dangerous (they were asked to grade this on a 4-scale range, starting from ‘safe’ to ‘very risky’. The answer to this question is marked as their 'Privacy Attitude'.

### E. Phishing

As part of the study we ran a phishing study in India. This allowed us to test the users' real-time response to online attacks. The study we ran in India was very similar to the study we ran last year in the states [7]. The email was a prize email as well as the one last year and offered a mobile phone (our email from last year offered an Ipad).

In India, the phishing study was conducted for a group of 100 participants where each one was sent a phishing email as shown in Figure V-E. The email was a ‘prize scam’ which appeared to be sent by Samsung India, offering a Samsung Galaxy Note 2 or a Samsung Galaxy S3 mobile phone to a few lucky winners. Upon clicking on the link the user was taken to a form which collected their personal information like address, phone number, date of birth, zip code etc. (the form can be seen in Figure 2). The email had some typical characteristics of a phishing email like the email address being totally different from the name of the sender, not showing the complete link, and asking for immediate response. We waited 3 days for their reaction and then sent a reminder to those who did not respond to the mail the first time. We waited another day after the reminder and then gathered all the responses.

A challenge that we faced during the phishing experiment was getting through the spam filter into the inbox of the receiver. Most email service providers have a strong anti-spam and anti-phishing technique in place. We tried a few different techniques, a combination of which gave us a pretty good success rate of breaking the spam filter. These techniques are excluding spam suggesting keywords like free, offer, hurry etc., using multiple email ID’s to send the mails as one would get blacklisted, keep changing the link as it would get blacklisted after a few mails etc. Our of the 100 participants, two were excluded from the study as they did not fill many of the study fields. Neither of these two participants responded to the phishing email. Therefore, our results are calculated for the 98 participants who filled the survey correctly.

Fig. 1. Phishing Email
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Fig. 2. Phishing Survey
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Since running a phishing study requires an IRB, we only ran this study in India. We also attempted to rerun the phishing attack in the states (the same attack documented in [7]. However, we found that this time our email in the states was typically marked as ‘spam’ by the email system and was sent to the spam filters (which was likely due to the fact that users marked it as a spam last year after reading it). However, since
we ran a similar attack in the states last year, we believe both attacks can provide us with a basis for cultural comparison regarding response to prize email phishing attacks.

VI. PHISHING STUDY RESULTS

Out of the 100 participants of the study, 26 got phished, out of which 18 were male and 8 female. Out of the total men who participated 25.7% men got phished whereas this value for women was 28.5%.

Since our variable is binary, we perform binary logistic regression to understand how the personality traits affect phishing susceptibility. We normalize all the parameters to be in the same range (0 to 1) prior to running the regression. Our results show that Openness is the highest factor that affects phishing susceptibility, and that people who are more open are less susceptible to the phishing attack. The second parameter that affects the susceptibility is Neuroticism - people with high emotional stability are also less vulnerable to phishing attacks. The results can be seen in Table I. Our regression results show a meaningful significance for the model ( $\chi^2 = 26.986$ for $p < 0.01$). Our model has NagelKerge R square = 0.321, indicating a 32% relationship between the predictors and the phishing response.

<table>
<thead>
<tr>
<th>Variable</th>
<th>B</th>
<th>S.E.</th>
<th>Wald $\chi^2$</th>
<th>Sig</th>
</tr>
</thead>
<tbody>
<tr>
<td>Openness</td>
<td>-3.720</td>
<td>1.390</td>
<td>7.162</td>
<td>.007</td>
</tr>
<tr>
<td>Neuroticism</td>
<td>2.323</td>
<td>1.543</td>
<td>2.094</td>
<td>.148</td>
</tr>
</tbody>
</table>

TABLE I. PHISHING SUSCEPTIBILITY CORRELATION TO PERSONALITY VARIABLES LEVELS

We further perform logistic regression between phishing and our security variables. We find that people who behave more securely are less susceptible to phishing. On the other hand, we see that secure self is a factor that raises the vulnerability to phishing. This shows that even people that behave securely may become overconfident. The results can be seen in II. Our regression results show a meaningful significance for the model ( $\chi^2 = 29.250$ for $p < 0.01$). Our model has NagelKerge R square = .344, indicating a 34% relationship between the predictors and the phishing response.

<table>
<thead>
<tr>
<th>Variable</th>
<th>B</th>
<th>S.E.</th>
<th>Wald $\chi^2$</th>
<th>Sig</th>
</tr>
</thead>
<tbody>
<tr>
<td>Secure Behavior</td>
<td>-4.86</td>
<td>1.289</td>
<td>12.079</td>
<td>.001</td>
</tr>
<tr>
<td>Secure Self</td>
<td>2.91</td>
<td>1.025</td>
<td>4.999</td>
<td>.025</td>
</tr>
</tbody>
</table>

TABLE II. PHISHING SUSCEPTIBILITY CORRELATION TO SECURITY VARIABLES

Our results showed that there was no correlation between gender and being phished. This is in contrast to the study we ran in the states last year [7]. We also see an overall higher response to the phishing (26% vs. 17% in the study in the states). Our conclusion is that the awareness to phishing is higher in the states (while perhaps the appeal of an prize is also somewhat lower).

One of the questions asked in our questions was regarding the likelihood of getting your password or ID stolen and the ability to protect against phishing our results showed no significant correlation between the responses to those questions and the actual likelihood of being phished. This shows, similarly to [7], that people in India (as well as in the states) do not estimate correctly the probability that they will be phished.

VII. SURVEY STUDY RESULTS

Since we ran our survey in three countries, we had a total of 578 participants in the study. 155 of the participants were from the US, 325 were from UAE and 98 were from India.

A. Secure Behavior and Secure Self

We further examine which personality variables affect secure behavior and which affect the confidence of handling security. While we see that these parameters are correlated, we see a difference in the effect each personality trait has on the variables. Since this is not a binary model, we ran a linear analysis for both the secure self variable as well as the secure behavior. The results can be seen in Tables III and IV.

For secure self, we see that the variables that affect it the most are openness, agreeableness and conscientiousness. We also found that the gender and the major affect the secure self, with men tending to feel more confident about their ability to handle security. Also, people that are computer science majors (or in a related EE field) tend to feel more confident about their ability to handle security. One of the surprising factors are that openness affects more the secure self then the other personality variables.

For secure behavior, we see that the variables that affect it most are the same personality variables. However, the gender and the student major are not affected by it. This shows that secure behavior is the same across gender as well as professions. We also see that familiarity with previous misuses of the internet does not have a high affect on the users security behavior.

<table>
<thead>
<tr>
<th>Variable</th>
<th>B</th>
<th>Std</th>
<th>Beta</th>
<th>t</th>
<th>Sig</th>
</tr>
</thead>
<tbody>
<tr>
<td>O</td>
<td>.441</td>
<td>.077</td>
<td>.461</td>
<td>6.043</td>
<td>.000</td>
</tr>
<tr>
<td>A</td>
<td>.084</td>
<td>.085</td>
<td>.089</td>
<td>.989</td>
<td>.325</td>
</tr>
<tr>
<td>C</td>
<td>.224</td>
<td>.068</td>
<td>.269</td>
<td>3.281</td>
<td>.001</td>
</tr>
</tbody>
</table>

TABLE III. LINEAR REGRESSION OF SECURE SELF VARIABLE

We also look at the effect familiarity with previous misuses affect the secure behavior and the secure self. While we do see a correlation between secure behavior, we see it has less effect that some of the personality traits.
We further compare the internet optimism. Our finding show that across all cultures, the optimism bias still exists. Since the internet pessimism is measured by asking the user about the likelihood of security-related vulnerabilities happening to him, this is also a measure of the user security-related-attitude. Overall, we see that in US, the ratio of optimism to pessimism is the highest \((ratio = 1.48)\), while in India it is the lowest \((ratio = 1.32)\).

### 2) Online Information Sharing Behavior:

In the survey, the participants were asked about the websites where they don’t mind sharing their private information. The participants were also asked about the type of personal information that they tend to share online on a scale of 1 to 5. Analyzing these results and then computing the means for the responses across the three countries, we were able to find some cultural differences. We found interesting cultural difference for the online banking behavior. The mean score in the USA was found to be much lower than in India and UAE (See Table VII). Since in our survey we assigned lower scores to insecure activites, this indicates that in the USA are more comfortable in sharing personal information on online banking websites than in India and UAE. We therefore see that while online banking is popular in the US, it is still less populuar in other cultures. As the trend of online banking grows, this may also raise the potential for online attacks in new regions.

We further checked the differences based both in gender as well as culture as related to online banking.

<table>
<thead>
<tr>
<th>Country</th>
<th>Gender</th>
<th>Mean</th>
<th>No. of Participants</th>
</tr>
</thead>
<tbody>
<tr>
<td>U.S.</td>
<td>Men</td>
<td>2.37</td>
<td>111</td>
</tr>
<tr>
<td>U.S.</td>
<td>Women</td>
<td>1.04</td>
<td>43</td>
</tr>
<tr>
<td>UAE</td>
<td>Men</td>
<td>1.71</td>
<td>241</td>
</tr>
<tr>
<td>UAE</td>
<td>Women</td>
<td>1.19</td>
<td>84</td>
</tr>
<tr>
<td>INDIA</td>
<td>Men</td>
<td>2.54</td>
<td>70</td>
</tr>
<tr>
<td>INDIA</td>
<td>Women</td>
<td>2.12</td>
<td>28</td>
</tr>
</tbody>
</table>

### Table VI. Comparison of the Mean values of Secure Self as Related to Gender and Culture

Our study showed that in the USA, the difference was the largest as a factor of gender, followed by UAE and India.
Analyzing the means of sharing birth date information, we found that participants in India and USA with scores of 1.46 and 1.47 respectively (on scale of 1 to 5), have a higher mean than the participants from UAE with mean of around 0.97 (See Table VIII). This indicates that people in UAE are more private about the birth date information than the participants in India and USA. On the other hand, the means of sharing Mother’s Name online was found to be 2.09, 2.16 and 1.64 respectively for India, UAE and USA. The participants from the states were found to be less comfortable sharing the Mother’s name online than the participants from the other two countries. Participants from India were found to be the most comfortable about sharing their personal address information online with the mean value of 1.94 in comparison to 1.78 and 1.61 in UAE and USA respectively.

Another interesting point to note is the mean comparison of sharing credit card information versus the mean for sharing the birth date. In all the three countries participants got a higher mean for sharing credit card information online than the birth date. The mean for sharing credit card information online was found to be around 2.26, 2.39 and 1.66 for India, UAE and the states respectively. It was interesting to see that USA participants were more private than the counter parts regarding sharing of credit card information. It was really surprising to see a high mean score for "allowing websites to store credit card information" for all the three countries. The mean score was found to be around 2.7 for India and UAE. It was found to be around 1.76 for USA. This indicates a very interesting point that people have more faith in online websites to store credit card information than the birth date. Also we see a cultural difference in USA in comparison to UAE and India. Participants from the states don’t like to share their credit card information online in comparison to the participants from India and UAE.

VIII. SUMMARY

Following are our conclusions from the study:

- H1: Phishing vulnerability is related to low level of personality traits. People with high emotional stability level will be less susceptible to phishing. Similarly, people with high consciousnesses will be less susceptible to phishing. People with high level of openness will also be less susceptible to phishing (as they are more exposed to shared information and less lonely). Also, gender is related to phishing vulnerability. We found that while phishing vulnerability is related to emotional stability and openness, it is not related to consciousnesses. We also found that while our previous study found that gender played a significant factor in phishing vulnerability in the states, it is not a factor in a similar study in India.

- H2: Security-related confidence is inversely related with phishing vulnerability. People who are more aware of security will be more conscientious and more aware of email dangers. Secure behavior is related to a lower level of phishing susceptibility, as people who behave more securely will be more careful when opening suspicious emails and provide information online. We found that while secure behavior is related to lower susceptibility to phishing attacks, a higher secure confidence causes a higher vulnerability to phishing. This is likely due to overconfidence by users to handle negative consequences of online behavior.

- H3: Culture is a significant factor in users’ security attitude, behavior and confidence as different cultures have different exposure on cyber-security information and overall online attitude. We found that both online security attitude and online optimism are not significantly affected by culture. Similarly, secure behavior is also not affected by culture. The parameter that is affected by culture is security-related confidence. We also observe many cultural differences in online information sharing behavior and comfort levels across the different countries.

- H4: Different personality traits affect users secure attitude, security behavior and security-related confidence.
We found that while some traits are common to both higher secure behavior as well as a stronger ‘secure self’, certain traits are more related to each behavior, which may explain inconsistencies between users attitude and feelings about online security and actual online behavior.

IX. Conclusion

Our research examines different facets of behavior as well as feelings towards online security. Our study also included a real-time phishing attack that helped us identify real-time user response to such attacks. We compare the phishing study results to our a similar study we ran in the states last year. Our results showed that emotional stability is an important factor in responding to phishing attacks. However, we also saw that the response to the attack was higher in India than in the US (28% in India vs. 17% in the US). In addition, we saw that while in the states emotional stability was the leading factor in vulnerability to such attacks, in India openness had a higher contribution. This leads to the conclusion that awareness to the dangers of phishing attacks is lower in India. On the other hand, people who are more open were less susceptible to such attacks. This may indicate that people are responding to such attacks due to loneliness. Also, people who are more open may be more informed about the dangers of phishing emails.

Our research also looked into the factors that affect users security-related confidence and behavior. Our study found that gender is a major contributor for the ‘secure self’. In addition, people that major in computer science also tend to feel more confident about their abilities. On the other hand, we found that both the gender and the major did not actually affect the secure behavior of the users.

Our research also found that while secure behavior contribute to a lower susceptibility to phishing, security-related confidence raises the likelihood of being phished. That may be due to over-confidence of the users.

We also compare cultural differences both in secure variables as well as in online behavior. Our study found significant differences in the confidence users have in different cultures. However, we found almost identical overall level of secure behavior as well as security-related attitude and privacy attitude between the different cultures. Our study also found differences in certain aspects of online behavior. For example, we found that online banking is very common in the states but significantly less common in India and UAE. Similar findings related to sharing credit card information online. This may indicate that online vulnerabilities and risks may grow in the future in these cultures as these activities become more popular.

Overall, our study indicates that certain aspects are different in different cultures while overall secure behavior and attitude is very similar across the cultures.

X. Future Work

Future work should concentrate on detecting further the factors that cause higher susceptibility in India to phishing attacks relatively to the states. We also recommend running similar phishing studies in other countries (such as UAE).

We also believe that since the secure behavior, optimism and pessimism are similar between the cultures, this demonstrates the validity of running security-related studies in different cultures. Therefore, future studies should further include people from multi-cultural background.
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